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Cyber and Information Security Policy

The Rock Valley College (RVC) Board of Trustees authorizes the Administration to
develop and implement procedures to ensure the confidentiality, integrity, and
availability of RVC's information assets by providing protection against malicious or
criminal actions, theft, fraud, and accidental threats, and also for responding to cyber
incidents and attacks.

Cyber security and information security threats take advantage of weaknesses in
technology, people, and processes in order to gain unauthorized access to the RVC
network or to confidential, private, and/or proprietary information. These incidents
may cause harm by interrupting or impairing the RVC network, disseminating or
using the information, or other cyber-related attacks. RVC manages cyber security
risk to safeguard its mission and protect the interest of the people whose personal
information it holds.

Management of cyber security risk requires concerted effort across all of RVC and
cannot be considered just an aspect of Information Technology.
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